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Abstract- First module (FTP) of our framework would provide a user friendly FTP client application which would help even novice user to 
retrieve the file from remote destination server. 
Here users fall into two categories: 
A: Anonymous Users and 
B: Server Account Holder. 
In the first category the user can be anyone with no right to update, delete or upload the files on the server thus having limited capabilities. In 
case of the user having the account he/she has the privilege of writing, reading, update, delete or upload file on to the server. 
Following implementations would be involved in complete project. 
Creating a FTP Client Application with all functionalities and capabilities for executing various FTP commands and related func-
tions.Configuring DNS Server. This paper provides a portal to the user through which the user has to specify the keywords along with the 
frequency. The FTP Client will allow user to download, upload, update, delete and execute various FTP Commands. 
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Introduction 
The ftp is denoted as the file transfer protocol. The objectives of 
FTP are  

 To promote sharing of files (computer programs and/or data), 

 To encourage indirect or implicit (via programs) use of remote 
computers,  

 To shield a user from variations in file storage systems among 
hosts, and  

 To transfer data reliably and efficiently. FTP, though usable 
directly by a user at a terminal, is designed mainly for use by 
programs. 

FTP, or File Transfer Protocol, is the name of the application and 
the protocol used for moving files between two hosts on a TCP/IP 
network. The most common use of FTP is to download files. FTP 
is vital to the MP3 music sharing, most online auctions and game 
enthusiasts. The ability to transfer files quickly and reliably is es-
sential for everyone creating and maintaining a web page. 

FTP Client and Server 
A client opens a connection to the FTP control port (port 21) of an 
FTP server. So that the server will be later able to send data back 
to the client machine, a second (data) connection must be opened 
between the server and the client. To make this second connec-
tion, the client sends a PORT command to the server machine. 
This command includes parameters that tell the server which IP 
address to connect to and which port to open at that address - in 
most cases this is intended to be a high numbered port on the 
client machine. The server then opens that connection, with the 
source of the connection being port 20 on the server and the des-
tination being the port identified in the PORT command parame-
ters.  
The PORT command is usually used only in the "active mode" of 
FTP, which is the default. It is not usually used in passive (also 
known as PASV [2]) mode. Note that FTP servers usually imple-
ment both modes, and the client specifies which method to use 
[3]. 
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There are two machines involved in an ftp transaction, a client 
machine, which is sometimes called the local host, and a server 
machine, which is sometimes called the remote host. The client is 
always the machine that initiates the transfer. During an ftp ses-
sion, it is extremely important to keep track of which machine is 
the client and which is the server, because this will determine 
whether you use a get command or a put command to move files. 
The get command is always used to copy files from the server to 
the client, and the put command is used to copy files from the 
client to the server. 
 
Multithreading 
Multithreading is similar to multitasking, but enables the pro-
cessing of multiple threads at one time, rather than multiple pro-
cesses. Since threads are smaller, more basic instructions than 
processes, multithreading may occur within processes. By incor-
porating multithreading, programs can perform multiple operations 
at once[2]. For example, a multithreaded operating system may 
run several background tasks, such as logging file changes, index-
ing data, and managing windows at the same time. Web browsers 
that support multithreading can have multiple windows open with 
JavaScript and Flash animations running simultaneously. If a pro-
gram is fully multithreaded, the different processes should not 
affect each other at all, as long as the CPU has enough power to 
handle them. 
Similar to multitasking, multithreading also improves the stability of 
programs. However, instead of keeping the computer from crash-
ing, multithreading may prevent a program from crashing. Since 
each thread is handled separately, if one thread has an error, it 
should not affect the rest of the program. Therefore, multithreading 
can lead to less crashes, which is something we can all be thank-
ful for. 
 
Architecture of FTP 
Presentation Layer 
This layer is used to present an interface to the user, which allows 
user to access the system. User is supposed to enter the IP add of 
remote server, user name and password. Verification of user ac-
count is performed with help of Authentication Code. 
Business Logic Layer: 
In this system, it contains the logic related to uploading, download-
ing. This is one of the most important and essential module of 
FTP. 
 
Data Access Layer 
It is used to populate the database with the users’ data and web 
pages.  

Fig. 4.1- Architecture Diagram of FTP 

This layer helps in maintaining the ACID properties of database. 
Again the three layers are together used to retrieve File to the 
user. 
 
Analysis 
In this we create usecase diadram with the different actors and 
use codes.Tn our project we take actors as ftp client,ftp server,and 
user.the usecodes or a modules are authentication, dns server 
and different ports with port n0 21 and 20 respectively.In that there 
is a multiple commands we used like data connection,control con-
nection,request,response,and if the request is grant and data is 
accepted then pass the acknowledge to the client that data is 
accept and ready to use. 

 
Possible Results 
In this paper we implement the file transfer protocol of client and 
server .Here we take one of the server i.e. golden ftp server.and in 
this server we add the some file and take the ip address of the 
particular network and this ip address must known the client so we 
send the ip address to client of that particular server and then and 
then only we transfer lot of data: or some GB or MB of data. 
So here, we take some possible results of our project implementa-
tion is as fallows, 

Now take the client side of the possible snap short with the multi-
ple facilities like uploading downloading, with the single thread and 
multiple thread with the number of buttons. If the particular client is 
the employee of that company so for that client we take here the 
user name and password so, by authenticating of that particular m 
and password he or she access the file or delete or upload or 
modify the content of files.  
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This Paper helps the user of the system to get full details and 
description of the product they are using. This paper will provide a 
detailed text of the functionalities of the overall system. 
Home Page of File Transfer Protocol (FTP) displays the Login 
option[5]. Users are required to Login if they have an account in 
the respective server along with the connection string or an option 
is provided for anonymous login for users not having account on 
the server which they like to get connected to, these users will be 
having restricted access. User can see the directory listing on the 
server. Both account holders and anonymous users can download 
files from the server again anonymous users having less files to 
download. 

Account holders can change the listings in their account, do all the 
necessary updation required and many more things such as re-
naming files, deleting files and uploading files. On the same page 
we also have an option for the user to upload and download single 
file (Single threading) as well as multiple file at a time 
(Multithreaded). The single threading option is conventional option 
for uploading and downloading the file one at a time and thereby 
is the slow option. 
The other option is multi-threading which is new and more faster 
approach to upload and download which helps users to upload 
and download multiple files at a time and thereby increasing the 
performance of the application. 
 

TCP/IP 
The Internet protocol suite is the set of communications proto-
cols used for the Internet and other similar networks[3]. It is com-
monly known as TCP/IP from its most important protocols: Trans-
mission Control Protocol (TCP) and Internet Protocol (IP), which 
were the first networking protocols Telnet is TCP/IP networking 
application for direct access and the File Transfer Protocol 
(FTP) for indirect network use. FTP designed to allow the efficient 
transfer of files between any two devices on a TCP/IP internet-
work & automatically takes care of the details of how files are 
moved, provides a rich command syntax to allow various support-
ing file operations to be performed (such as navigating the directo-
ry structure and deleting files) and operates using the TCP 
transport service for reliability which contains many of the applica-
tions we consider central to TCP/IP networking, such as electronic 
mail, file transfer and the World Wide Web and also describes 
interactive and remote application protocols, which are used tradi-
tionally to allow a user of one computer to access another, or to 
permit the real-time exchange of information.  
 
Conclusion 
In this Paper we find out how to transfer file which is large and we 
can’t transfer the large amount of data means 1gb of data with the 
help of social networking site or any other so at that time we used 
the trick file transfer protocol by using multithreading or if company 
are having shared the some file to their client so at that time we 
used this file transfer protocol client and also here we include the 
multithreading and single threading concept for this we transfer or 
access number of file at a time.and also we include by using sin-
gle thread and multipal thread by using uploading and download-
ing so it is easy to access. 
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