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Abstract- Digital images provide a new way to represent pictures and scenes that only film and a darkroom could supply before. This new 
way to capture and store images opens a door to malicious individuals wishing to forge or otherwise manipulate original authentic images. 
Since digital photography is improving and becoming more widely used technology, a need exists to provide countermeasures against mali-
cious forgers. The old adage “don’t believe everything you hear” is becoming “don’t believe everything you see.”  Photo is considered as 
evidence in all digital era. Image Forensic area provide right value to authenticated original images. We proposed two algorithm to overcome 
such challenging problem in the forensic world. 
Much time and effort has gone into analyzing uncompressed images but current techniques return dismal success in detecting one of the 
most common digital image formats, JPEG. In this paper we presented here attempts to tailor methods toward the JPEG format as well as 
incorporate all image formats where possible. 
The proposed method is analogous to a recursive type process, with the sub-processing resembling a “divide and conquer” approach. Block 
Based Processing is useful because the calculations performed are influenced by only the information present in that particular block. A 
JPEG image can either be color or grayscale. For grayscale Images we propose direction filter technique and color images JPEG block 
analysis technique. 
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